
“Identity and threat protection are high on customers’ minds. 
Getting identity right is a critical part of a Microsoft 365 
project and is the first place we start. “

- Forrester 2020 Microsoft 365 Enterprise Total Economic Impact Study

Workshop highlights

Get a rating of your identity 
security posture and see how it 
compares to your peers

Gain insights into apps used in 
your environment – even ones 
unsanctioned by IT

Understand how to prevent 
identities from being compromised

Learn how to reduce costs and 
improve business agility and 
security with simplified app access

A commissioned study conducted by Forrester ConsultingTM on behalf of Microsoft, June 2020

Secure Identities and 
Access Workshop

Are you aware of suspicious user and sign-in behavior in your environment? 
Are you threatened by ongoing suspicious requests?

Protect user identities
Identity is today’s control plane for digital transformation. Organisational 
barriers are blurring between who is in and out of your network. Cloud apps 
and the increasing use of personal devices and remote work mean that data 
is no longer centralised behind traditional network security.   

With identity attacks on the rise, this workshop will show you how to stop 
tomorrow’s data breaches by securing identities today. 

We will help you find identity risks happening now in your environment, 
gain insights on your application landscape, and improve your identity 
security posture.

Why you should attend
Given the complexity of identities, data, applications, and devices, it’s essential to learn how to 
ensure the right people are accessing the right information, securely. In this workshop, we’ll show 
you how identity is the fundamental pillars of an integrated security philosophy and end-to-end 
security strategy.

By attending, you can: 

Assess security posture
Receive a numerical rating 

of your identity security 
posture and see how 
it compares to similar 

organisations.

Increase visibility 
Get a sample survey of 

apps your employees are 
using and if IT supports 

them or not. 

Reduce costs
Minimise expenses 

associated with 
password reset and 
helpdesk resources.

Optimise identity
Identify potential risks 
related to identity and 
see opportunities for 

improvement.
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Insight will design the workshop based on information 
and recommendations that are discussed in the initial 
engagement setup.



Why insight
Insight Enterprises, Inc. is a Fortune 500 solutions integrator with more than 11,500 teammates worldwide helping 
organisations accelerate their digital journey to modernise their business and maximise the value of technology. We enable 
secure, end-to-end transformation and meet the needs of our clients through a comprehensive portfolio of solutions, far-
reaching partnerships and 33+ years of broad IT expertise. Rated as a Forbes World’s Best Employer and certified as a 
Great Place to Work, we amplify our solutions and services with global scale, local expertise and a world-class e-commerce 
experience, realising the digital ambitions of our clients at every opportunity.

Insight will design the workshop based on 
information and recommendations that are 
discussed in the initial engagement setup.

Engagement 
Set up

Application 
Discovery

Secure Score

Who should attend
The workshop is intended for security decision-makers such as:

• C-SUITE

• Chief Information Security Officer (CISO)

• Chief Information Officer (CIO)

• Chief Security Officer (CSO)

• Identity and or Application owners/
decision makers

• IT Security

• IT Operations

• Security Architect

• Security Engineers

• Application business
owners

What to expect:
The foundation of cybersecurity is to 
quickly and accurately identify authorised 
users and give them proper access to the 
information and tools they need to do their 
job. Our goal is to provide you with tools 
to protect your authorised users’ identities 
so you can authenticate credentials and 
manage file access while still giving users 
the freedom to collaborate with others. 

We’ll work with you to: 

• Understand your identity goals and
objectives

• Define your existing and desired identity
security posture

• Provide insights into applications used
within your environment (sanctioned
and unsanctioned by IT)

• Showcase core IT and user security
scenarios through demos

• Develop a joint action plan based key
results, recommendations and next steps

Customer value 
conversation

Design and 
planning

Key results, recommendations 
and next steps

Demos

7 Microsoft Solutions Partner Designations, 
including:

• Solutions Partner for Microsoft Cloud
• Solutions Partner for Modern Work
• Solutions Partner for Security

12 Specialisations, including:
• Adoption and Change Management
• Identity and Access Management
• Threat Protection

2,500 Microsoft certifications globally

Microsoft Partner Awards, including:
• 2022 Microsoft Surface Reseller Partner of the Year

• 2022 Microsoft Surface Hub Reseller Partner of the Year

• 2021 Solution Assessments Partner of the Year

• 2021 Migration to Azure Partner of the Year

• 2021 Microsoft 365 & Surface Solution Selling Partner of the Year

Why Insight for Microsoft?
Few can compare with our relationship with Microsoft. Partners for 30 years and counting, we are the largest Microsoft 
global partner with more than 5,000 consultants and 1000 dedicated Microsoft resources globally. Our best-in-class 
capabilities, unmatched expertise, and ability to successfully deliver solutions built across all areas of Microsoft 
technology have earned us numerous recognitions.

Specific workshop deliverables will be outlined by a 
SoW which will detail the structure and expectations.
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