
Do you know how many phishing attacks your organisation 
has received? If employees are using the right password 
protocol? Whether personal data is being exposed? In short, is 
your organisation’s cloud environment as secure as you think 
it is?

Improve your security posture with a 
Defend Against Threats with SIEM Plus 
XDR Workshop

Organisations today are managing a growing volume of data 
and alerts while dealing with tight budgets and vulnerable 
legacy systems. Get help achieving your broader security 
objectives—and  identify current and real threats—by 
scheduling a Defend Against Threats with SIEM Plus XDR 
Workshop.

We can help you develop a strategic plan customised for your 
organisation and based on the recommendations of Microsoft 
experts in security. You’ll gain visibility into immediate threats 
across email, identity, and data, plus clarity and support on 
how to upgrade your security posture for the long term.

Workshop highlights

Review your security 
goals and objectives

Identify real threats in 
your  cloud environment 
with Threat Check

Map identified threats 
to specific solution 
recommendations

Showcase security 
scenarios  with product 
demos

Develop joint plans and 
next steps

Defend Against Threats 
with SIEM Plus XDR Workshop
Learn how to put next-generation Microsoft security tools to work for you.

Why you should attend
Given the volume and complexity of identities, data,  applications, devices, 
and infrastructure, it’s essential to learn  how secure your organisation 
is right now, and how to mitigate  and protect against threats moving 
forward. By attending this  workshop, you can:

Identify current, 
ongoing security 
threats in your  cloud 
environment

Walk away with  
actionable next steps  
based on your specific  
needs and objectives

Document your  
security strategy for  
the benefit of key 
stakeholders

Better understand  
how to accelerate your 
security journey using  
the latest tools



What to expect:
During this workshop, we’ll partner with you 
to strengthen your organisation’s approach to 
cybersecurity. We’ll help you better understand 
how to prioritise and mitigate potential 
attacks, with: 

• Deep analysis of cyberattack threats
that are found targeting your
organisation

• Actionable recommendations to help
immediately mitigate the identified
threats

• A detailed assessment of your IT and
security  priorities and initiatives

• An inside look at Microsoft’s holistic
approach to  security, and how it
relates to your organisation

• Demonstrations of integrated security,
including the latest  tools and methods

• Long-term recommendations from
Microsoft experts about your security
strategy, with key initiatives and
tactical next steps

7 Microsoft Solutions Partner Designations, 
including:

• Solutions Partner for Microsoft Cloud
• Solutions Partner for Modern Work
• Solutions Partner for Security

12 Specialisations, including:
• Adoption and Change Management
• Identity and Access Management
• Threat Protection

2,500 Microsoft certifications globally

Microsoft Partner Awards, including:
• 2022 Microsoft Surface Reseller Partner of the Year

• 2022 Microsoft Surface Hub Reseller Partner of the Year

• 2021 Solution Assessments Partner of the Year

• 2021 Migration to Azure Partner of the Year

• 2021 Microsoft 365 & Surface Solution Selling Partner of the Year

Why Insight for Microsoft?
Few can compare with our relationship with Microsoft. Partners for 30 years and counting, we are the largest Microsoft 
global partner with more than 5,000 consultants and 1000 dedicated Microsoft resources globally. Our best-in-class 
capabilities, unmatched expertise, and ability to successfully deliver solutions built across all areas of Microsoft 
technology have earned us numerous recognitions.

• Chief Information
Security Officer (CISO)

• Chief Information
Officer (CIO)

• Chief Security Officer
(CSO)

• Data Protection Officer

• Data Governance Officer

• IT Security, IT Compliance, 
and/or IT Operations

• Data Governance

Specific workshop deliverables will be outlined by a SoW which 
will detail the structure and expectations.

Who should attend
The workshop is intended for security decision-makers 
such as:

Pre-Engagement 
Call

Threat 
Exploration

Kick-off 
Meeting

Results 
Presentation

Data 
Collection

Engagement 
Decommissioning

Insight will design the workshop based on 
information and recommendations that are 
discussed  in the initial engagement setup

1800 189 888 
au.insight.com

65 6438 2995 
sg.insight.com

0800 933 111 
nz.insight.com

852 2972 8200 
hk.insight.com




